Open letter: Civil society call for a Digital Services Act that benefits people and is compatible with human rights.
Dear Member States of the European Union,

01.03.2022

The undersigned 72 European civil society organisations, represented by European Digital Rights (EDRi), Civil Liberties Union for Europe and Amnesty International, are writing to share our concerns and recommendations for a Digital Services Act (DSA) that benefits people and is compatible with fundamental rights protection across the EU.¹

**Unwanted online tracking ads and dark patterns**

In order to address the toxic consequences of business models based on tracking and targeting, we believe that Member States of the European Union should support the proposal of the European Parliament to include Article 13a (“Online interface design and organisation”) and strengthen Article 24 (“online advertising transparency”) of the DSA.

Dark patterns are manipulative software interfaces designed to trick users into unintentionally consenting to sharing their personal data. Prohibiting the use of dark patterns in Article 13a will empower people to make truly informed choices about how and with whom they wish to share their data online. The exclusion of very sensitive types of personal data for ad targeting purposes (Article 24) will by default raise people’s protection online, prevent abuse and illegal data harvesting practices.

Tracking-based online advertising threatens our human rights, above all the right to privacy, with a series of knock-on effects on other rights including freedom of opinion and expression, freedom of thought, and the right to equality and non-discrimination. These practices rely on mass harvesting of personal data and algorithmic inferences, which can lead to the manipulation of the public debate, discrimination and the amplification of harmful content.² Finally, tracking-based advertising allows the exploitation of people’s vulnerabilities, perpetuating already existing biases and marginalisation, and can lead to the exclusion of certain groups of people, such as women and older people when it comes to job ads.³

The majority of people actually do not want personalised ads⁴ and opt against tracking when given a real choice.⁵ Furthermore, small and medium-sized businesses would like to see large online platforms face stricter regulation on how they use personal data for ad targeting.⁶

The DSA has the potential to change the broken system based on data harvesting and protect the fundamental rights of internet users. The DSA must phase out the pervasive online tracking business
model and prohibit dark patterns that trick users into sharing personal data they would not otherwise want to.

By including Article 13a and by strengthening Article 24 as proposed by the European Parliament, the DSA also paves the way towards more rights-respecting forms of digital advertising, such as advertising based on contextual information, which has proven to be beneficial and effective, both from a user’s as well as from an economic perspective.8

Promotion of fundamental rights in the DSA

The right to privacy and the protection of personal data are fundamental rights enshrined in the Charter of Fundamental Rights of the European Union. Thus, the DSA must ensure the protection of those rights, including the protection of pseudonymity in online public spaces and the right to communicate and express oneself free of general monitoring.

In order to promote these rights, Member States should agree to the European Parliament’s proposal in Article 7: “No obligation for general and indiscriminate retention of personal data” and “No interference with providers’ offering of encrypted services”. Both those proposals would immensely improve the protection of fundamental rights and the cybersecurity landscape in the EU by helping to reduce the risk of data leaks, identity theft, online account break-ins, unlawful targeted surveillance of journalists, as well as financial losses and other forms of cyberattacks.

Ahead of the trilogue negotiations scheduled in the following weeks, we thank you for taking our recommendations into consideration and hope that you will be able strengthen the DSA’s contribution to a rights-respecting online environment for Europe and beyond.

We would also highly appreciate a personal/virtual meeting where we can further discuss our recommendations and other relevant digital policy issues.

Thank you for your consideration.
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